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1. Installation Guide

This installation guide document describes the procedure to install the ONVIF Device Test Tool
v12.06 in section 2, ONVIF Device Test Tool installation.

Before installing the ONVIF Device Test Tool make sure the media framework ffdshow is installed.
This framework is required for real-time audio and video playback and display. If installed prior to the
installation of the ONVIF Device Test Tool, the framework will be automatically configured during the
test tool installation process. Alternatively, the ffdshow framework can be configured manually as
described in section 3, Configuring ffdshow. The ffdshow framework can be downloaded and

installed from:

http://sourceforge.net/projects/ffdshow-
tryout/files/Official%20releases/generic%20build%20(stable)/ffdshow rev4422 20120409.exe/down
load.

Windows Vista, and later Windows versions, requires the ‘Function Discovery Resource Publication’
service to be disable for device discovery to work properly. Section 4, Device Discovery
Troubleshooting, describes how to do that.

Windows XP does not have IPv6 support installed by default. Section 5.1 Installing IPv6 in Windows
XP describes the installation procedure. Also, Windows XP and other Windows versions might
require the IPv6 routing table to be configured manually if IPv6 based tests will be run. A guideline of
how to configure the IPv6 routing table is included in section 5, Installing and confiquring IPvé6.

The installation of ONVIF Device Test Tool v12.06 does not remove any previously installed ONVIF
Test Tool versions. That is, older ONVIF Test Tool versions can be manually uninstalled.

ONVIF Device Test Tool v12.06 Installation Guide June 2012
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2. ONVIF Device Test Tool installation

2.1. Start Installation

To start the installation of the ONVIF Device Test Tool launch setup.msi or setup.exe. They are
located in the directory where the test tool zip-file was unpacked

2.2. Welcome Page

The first page of the installation application is the welcome page. Read through and note the
copyright clause and then click ‘Next’ to proceed.

i® ONVIF Device Test Tool =3

Welcome to the ONVIF Device Test Tool Setup

Wizard OI'IVI F

The ingtaller will guide vou through the steps required to install ONYIF Device Test Tool on wour
computer.

WARMIMG: Thiz computer program iz protected by copyright lave and international breaties.
IInautharized duplication ar digtribution of this program, ar any portion of it, may result in severe civil
or criminal penalties, and will be prosecuted to the maximum extent pozsible under the law,

ONVIF Device Test Tool v12.06 Installation Guide June 2012
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2.3. License Agreement

Read through the license agreement. If accepting the license agreement, select the ‘I Agree’ radio
button and click ‘Next’ to proceed. Otherwise select the ‘1 Do Not Agree’ and the installation will
terminate without the ONVIF Device Test Tool being installed.

i& ONVIF Device Test Tool W=
License Agreement
Pleaze take a moment to read the licenze agreement now. If you accept the terms below, click "
Agree", then "Mext", Othenwize click "Cancel".
~,

CMNWVIF LICENSE AGREEMENT

This i= a legal agreement hetween you ([(either

individual or an entity)] and CNVIF. By installing,

copying or otherwise using the S0FTWARE, you are

agreeing to he bound by the terms of this agreement.

CMNVIF SOFTWARE LICENSE

1. GRANT OF TL.TOFRWNSE. ONYWTF mrant=s tn wnn oas ONYTE b’

01 Do Mot Agree (%) | Agree

[ Cancel ] [ < Back ] I Ment »
ONVIF Device Test Tool v12.06 Installation Guide June 2012
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2.4. Target installation folder

Next page is the selection of the target installation folder. The installation application proposes a
default target folder. To select another target directory click ‘Browse ...” and select the desired new

target directory.

Select whether the ONVIF Device Test Tool shall be available to all users of the target machine or

only the user installing the tool.

Once the target installation directory and tool availability are correct then click ‘Next’.

i® ONVIF Device Test Tool =3

Select Installation Folder

OnviIF

The ingtaller will ingtall OMYWIF Device Test Toal to the following folder.

Toinztall in this folder, click "Mext”. Toinztall to a different folder, enter it below or click “'Browse'".

Folder:
C:%Program Filez\OMVIFSOMYIF Device Test T ool [ Browsze. . ]

[ Disk, Cost...

Inztall OMWIF Device Test Tool for yourself, or for anpone who uses this computer:

(%) Everyone
) Just me
Cancel ] [ < Back ] I M et >
ONVIF Device Test Tool v12.06 Installation Guide June 2012
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2.5. Start installation

The ONVIF Device Test Tool installation is now configured and it is ready to be installed. Click ‘Next’
to proceed with the installation.

i& ONVIF Device Test Tool ZIIEIFXI

Confirm Installation

OnviIF

The inztaller iz ready to ingtall OMWIF Device Test Tool on your computer.

Click "Mest'" to start the installation.

Cancel ] [ < Back ] [ P emt >
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2.6. Installation information

The last step in the installation procedure is the installation information page. Carefully read through
it. Once finished, proceed by clicking ‘Next’.

i& ONVIF Device Test Tool M=

ONYIF Device Test Tool Information

OnviF

_______________________ r.9
EEFORE TOU BEGIN
Eefore wou hegin, please read the following information
attentively
FFDIHOW
Tou need to have ffdshow installed to view live wvideo.
Plea=ze install ffdshow, if it iz not installed on your
FPC. We recommend that you use wversion 4422 of ffdshow.
Tou can download installer at
http://sourceforge. net/projects/ffdshow- "

Cance

ONVIF Device Test Tool v12.06 Installation Guide June 2012
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2.7. Finish installation

When installation is completed, click ‘Close’ to finish installation application. The ONVIF Device Test

Tool is now ready for use.

i& ONVIF Device Test Tool EEX]

Installation Complete

OnviIF

OMYIF Device Test Tool has been successtully installed.

Click "Cloze" o exit.

Pleaze uze Windows Update to check for any critical updates to the MET Framewark.

Cloze

2.8. Start application
After the application installation is complete, there is a shortcut to the ONVIF Device Test Tool on the
Windows Desktop and also one in the Start menu. Start the ONVIF Device Test Tool by clicking the

icon.

June 2012
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To display and playback video and audio the ONVIF Device Test Tool requires a multimedia

framework, such as the ffdshow, to be installed on the computer. If ffdshow is installed before the

installation of the ONVIF Device Test Tool, the installation program correctly configures ffdshow for

use with the ONVIF Device Test Tool. Alternatively, ffdshow can be manually configured following the

instructions below. Recommended ffdshow revision is 4422.

3.1. Video decoder configuration

To configure ffdshow, launch the ffdshow video codec configuration utility and select the codecs
configuration as illustrated below. Make sure ‘H.264/AVC’ and ‘Other MPEG4’ video formats have
the ‘libavcodec’ selected as decoder, as well as the ‘MJPEG’ video format further down the video

format list.

Fru | ffdshow video decoder configuration

Zodecs Hel
DirectShow conkrol
Info & CPU Format Supported FOURCCs remarks A
Tray, dialog & paths H. 264 1AV C HZ64, AYC1, 264, YS5H fincomplet. ..

[ Keys & remote wvid WD, ¥VTX
Profiles | Preset settings Divy 4/5/6 DIV, Cies0

Showe | hide Filkers Other MPEGH MP4Y, STV, 311, SIVE, MP45, M43,
Decoder options Divy 3 DIV3, DI¥4, DIVS, DIVE, AP41, COLL...
[Jcrop FyFi, FFDS disabled fFfdshowe and FFvf internal FOURCCs
I:l Deinterlacing MP43 disabled MP43
MP42 disabled MP42, DIVZ

[ Logaaway MP41 disablad MP&1, MPG4, DIV1

[ Postprocessing H.Z63 (+) disabled HZ63, LZ63, M263, U263, X263, 526...

[ Picture properties FLY1 disabled Flash Video (FLY1)

[]CeBand Theora disabled Theora Wideo {THED)

[ Levels YP3 disabled YP3 Video (YP31)

D Offset & flip VPG disabled WPS Yideo (WPSO)

] Blur MR VPE disabled P& Yideo (VPED, YPEL, YPEZ)

YPEF disabled Flash Videao (YPSF, FLY4, YPGA)

[ Sharpen MPEG1 disabled MPEG1 codec

[]warpsharp MPEG2 disabled MPEG2 codec

|:| Dacaler filker MPEG in AYI disabled MPEG, MPGlL, MPG2, 1001, 1002

|:| Moise Cther MPEGE disabled EM2Y, MMES

[] Resize & aspect WMY1T disabled Windows Media Video 7 (WMYL) b

Borders
Sabrinns b’
I[ Reset order ]
[ Expart all sektings ] [ O l [ Cancel ] [ Apply
ONVIF Device Test Tool v12.06 Installation Guide June 2012
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Fru | ffdshow video decoder configuration

DirectShow control

Info & '_:P'-' Format Decoder Supported FOURCCs remarks A

Tray, dialog & paths WYL [T disabled Windaows Media Videa 7 (WHY1)

[ Keys & remote WY Z S disabled windows Media Yideo & (WMyZ)

Profiles | Preset settings WY disabled Windows Media Yideo 2 Simple & Mai, ..
Show | hide filkers WZ-1 disabled Windows Media Video 9 Advanced Pr...
Decoder optians WY disabled Windows Media Video 3 Image (WY, ..

[Jcrop M35l disabled Windows Screen Codecs (M351, M352)
[ Deinterlacin H.2a1 disabled Hzg1, M261
d HuFFyuy dizatied Huffyuy codec For libavecodec (HFYU, ...
[ Logaaway _ MIPEG libavcodec MIPG, LIPG, MILS
[ Postprocessing Other MIPES cabled AVRM, MIPA, SPSE, AMYY
[ Picture properties 1 disabled Sorenson Yideo (SYQ1)
[] DeBand SWOS disabled Sarenson Video (SY03)
[ Levels 8EPS disabled Quickkinme Planar RGE (BEPS)
[] Offset & Flip QTRLE disabled Quickkime Animation (QTRLE)
[ Blur & MR QTRPZE disabled Cuicktime Yideo (QTRPZA)
FFY1 disabled FFY1 codec For libavecodec (FRYL)
[] Sharpen D disabled dwsd, D¥sD, dv2s, D25, dvs0, DYSO
[]warpsharp Other O disabled OV, COWS, DVIS, POV
] oScaler Filker Zam3tudio disabled CamStudio Yideo (CSC00
[ Maise CorePhiG disabled CorePMG (PRGL, MPRG)
[] Resize & aspect LOCO disabled LOCO Yiden (LOCO) v
Borders
Sebkinns e’
I[ Reset order ]
[ Export all settings ] [ (04 l [ Cancel ] [ apply
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3.2. Video decoder DirectShow control

In the ‘DirectShow control’ menu pane, uncheck the ‘Use ffdshow only in:" checkbox as illustrated
below.

Fru | ffdshow video decoder configuration |Z||E|[Z|

Codecs ~

Directshow control

InFo & CPL DireckShow conkrol

Tray, dialog & paths Merit: Fidshow default
[ keys & remote
Profiles [ Preset settings Multiple FFdshow instances: |DI'I|':-" one - check. all filkers in graph o |
Shows | hide Filkers

Decoder options , )
[ Crop [on't use Frdsha in: | aged. exe; AvatarMP. exe; Beachsc | [ Edit... ]

[ Ceinterlacing
[] Lagoaway [ ]use Fidshow anly in: | |

[] Postpracessing

[ Picture properties

[]CeBand

[JLevels

[] offset & flip

[ Blur 2 MR

[] sharpen

[]Warpsharp

[] oscaler Filker

[ Maise

[] Resize & aspect
Borders

Sethinne

I[ Reset order ]

[ Export all settings ][ (04 H Cancel H apply

L

1154
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3.3. Audio decoder configuration

Launch the ffdshow audio codec configuration utility and select the ‘Codecs’ menu. Make sure
’libfaad2’ decoder is selected for ‘AAC’ audio format, and ‘libavcodec’ is selected for ‘Other ADPCM’
and ‘Mulaw/Alaw’ audio formats, as illustrated below.

Info & CPU

Tray, dialog & paths
Stream switcher
Prafiles | Preset setkings
Shaw | hide Filkers

Decoder options
Processing
[ balby decoder
[ walume
[J Equalizer
] FIR. filter
[ Canwalver
[] Maise reduction
[ winamp 2
[ Freeverb
[ Crystality
[Jresample
O Delay
[CJLFE Crassover
[] swap channels

[ Mizxer

Pt

http://www.onvif.org/

Fr| ffdshow audio decoder configuration g|§|@

info@onvif.org

[

Reset order

Farmat

MP3S
MP1,MP2
A3

E-AC3

True HD
MLF

OTS

LA

Yorhis

AMR

LPCM

WA 7
WHMA 89
MS ADPCM
IMa ADPCM
Other ADPCM
Mulawf Alaw
M5 G5M
FLAC

True Audio
Truespeech

Decoder

disabled
disabled
disabled
disabled
disabled
disabled

disabled
disahled
disabled
disabled
disabled
dizabled

disahled
disabled
disabled

ibfaadz

Details ~

MPEG-1 gudio Layer 3

MPEG-1 Audio Laver 1,2

ATSC A-SZ (AC3) decoder
Extended AC3 decoder (Dolb, .,
Dolbey TrueHD decader, Wark. .,
MLP decoder, wWorks only if &...
DTS Caherent Acoustics strea. ..
Advanced Audio Coding (AAC)
High accuracy mode is enable, .,
Adaptive Mulki-Rate in 3gp file...
Linear Pulse Code Maodulation
Windows Media Audio compati, .
nok WA pro, voice ar lossless
M3 Adaptive DPCM

IMA Adapkive DPCM

Creative, Yamaha, 3,726, DK, ..
Mu-law & A-law

M3 G5M Audio

FLAC (Free Lossless Audia Ca,..,
TTh (Lossless dudio Codec), ...
D5P Group Truespeech comp... bt

[ Expart all sektings ] [ (0] 4 ] [ Cancel ] [ Apply
ONVIF Device Test Tool v12.06 Installation Guide June 2012
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3.4. Audio decoder DirectShow control

Similar as for video decoder configuration, also uncheck the ‘Use ffdshow only in:" checkbox for
DirectShow control in the audio decoder configuration.

Fr ffdshow audio decoder configuration |'L||E|[Z|
Codecs A
DirectShow conkral -
InFo & CPL DirectShow control
Tray, dialog & paths Merit: Frdshow default : ]
Skream switcher
Profiles | Preset settings Multiple FFdshow instances: ||:|n|';.-' one - check previous filker only w |
Shows | hide Filkers
Decoder options , )
Processing [on't use Frdsha in: | aged. exe; AvatarMP. exe; Beachsc | [ Edit... ]
[ oolby decoder
[ volume [ ] Use Frdshaw only in: | |
[ Equalizer
] FIR Filker

[ Convaleer

[ Meise reduction
[ winarmp 2

[ Freeverb

[ crystality

(] resample

[ Delay

[]LFE Crossover

[ swap channels

[ Mizer

-

I[ Reset order ]

[ Export all settings ][ (04 H Cancel H apply

||
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4.Device Discovery Troubleshooting

If using Windows Vista or higher, the Function Discovery Resource Publication service needs to be
disabled for device discovery to work properly. This can be done either by executing the command
‘net stop FDResPub’ in the Command Prompt, as illustrated below, or alternatively through the
Services dialog, as described in the next section.

To disable the service make sure you are logged in as the Administrator. Press the # (windows)-
button of the keyboard and, while holding down the # (windows)-button, press the ‘R’ key on the
keyboard to open up the ‘Run’ dialog window. In the ‘Open’ text box type ‘net stop FDResPub’ as
illustrated below, and press ‘OK’.

=" Run

=== Typethe name of a program, folder, document, or Internet
resource, and Windows will open it for you.

Open: et stop FDResPub v

® This task will be created with administrative privileges.

| ok || cCanced || Browse.

ONVIF Device Test Tool v12.06 Installation Guide June 2012
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Alternatively, start the Services tool and find the ‘Function Discovery Resource Publication’ in the
service list. Make sure it is stopped, illustrated below.

,{ Computer Management

http://www.onvif.org/
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File Action View Help ‘
e | bmuw |
A Fomputer Management (Local S(’- Services Actions

4 {f} System Tools Sonrces o

b @ Task Scheduler Function Discovery Resource Name Description Status Startup Type  “ Mot Actio;s
L @ E;:ent;/::ev;/:r Publication ( Diagnostic Service... The Diagno... Started Manual
b/ @R SNAICC Focers <5 Di i i Function Discovery Resourc... 4
i &% Local Users and Groups || Start the service [D)fafgthc Systetm..‘ ;he I;:agrl:\)?... manua: — i
> ® Performance !s . ragrr»\en er 'O?/I e.s |s anua . More Actions »
3 S . Distributed Link Tr... Maintainsli.. Started Automatic |
=4 Device Manager Description: S 2
4 82 Storage pe;clf'ﬁt'c’;;' R 3 Distributed Transa... Coordinates... Manual
(=1 ublishes this computer an 2 ; 5
9 Disk Management resources abfached o this campiiter / DNS Ch_ent ] The I_I)NS Cli... Started Automatic a3
4 7l Services and Applications || so they can be discovered over the « Encrypting File Sy... Provides th... Manual
i Services network. If this servi‘ce is stopped, L Extensible Authen... The Extensi... Manual
EREE R oottt T ot Vol
discovered by other computers on 54 Function Discover... The FDPHO... Started Manual
the network. i*3 Function Discover... Publishes th... Manual
% Group Policy Client The service... Started Automatic
&4 Health Key and Ce... Provides X.5... Manual
~: HomeGroup Liste... Makes local... Manual
‘; HomeGroup Provi... Performs ne... Manual
L Human Interface ... Enables gen... Manual
(% IKE and AuthIP IPs... The IKEEXT ... Manual
S Interactive Service... Enables use... Manual
(i Internet Connecti... Provides ne... Disabled
54 IP Helper Providestu... Started Automatic
s 1Psec Policy Agent  Internet Pro... Manual
& KtmRm for Distrib... Coordinates... Manual
% Link-Layer Topolo... Createsa N... Manual
L. Media Center Exte... Allows Med... Disabled
4 Microsoft .NET Fr... Microsoft .... Manual
54 Microsoft iSCSIIni... Manages In... Manual =

<« m ]

< | n

Extended/( Standard/

The service can also be disabled to prevent it from start after reboot using the management console.
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5. Installing and configuring IPv6

5.1. Installing IPv6 in Windows XP

Windows XP does not have IPv6 installed by default. To install it start the Command Prompt and type
‘ipv6 install’ and press ‘ENTER’.

e C:AWINDOWSAsystem32\cmd. exe

After installation is complete, reboot the computer.

5.2. Configuring IPv6 routing

If experiencing problems connecting to devices using IPv6, manually configure the IPv6 routing table
as described below. Note: This is typically seen on some Windows XP installations.

5.2.1. Start the netsh utility

In the Command Prompt window, type 'netsh’ and press ‘ENTER’. A ‘netsh’ prompt will be shown, as
is seen below.

ONVIF Device Test Tool v12.06 Installation Guide June 2012
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et C:AWINDOWS\system32\netsh.exe -3 ﬂ
B

netshr_

5.2.2. Select IPv6 configuration
At the ‘netsh’ command prompt, type ‘interface ipv6’ and press ‘ENTER’.

e C:AWINDOWS\system32\netsh.exe

netzh*interface ipvb
netzh interface dipwbr_

5.2.3. Display current interfaces

To display the current interfaces, type ‘show interface’ and press ‘ENTER’ and the ‘netsh interface

ipve’ prompt.

Find the interface to be used, typically named ‘Local Area Connection’ and note its index in the ‘Idx’

column.

ONVIF Device Test Tool v12.06 Installation Guide June 2012
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o C:AWINDOWS\system3 2\netsh.exe -|O ﬂ
|

netzh*interface ipvb
netzh interface ipuvbrshow interface
Querying active state...

Idx

5 Dizconnected Teredo Tunneling Pseudo—Interface
4 Connected Local Area Connection

3 Connected btod Pzeudo—Interface
2
1

Connected Automatic Tunneling Pseudo—Interface
Connected Loophack Pseudo—Interface

netzh interface ipvb>

5.2.4. Add routing entry

Also at the ‘netsh interface ipve’ prompt, type ‘add route prefix=<address prefix>
interface=<interface idx>" and press ‘ENTER’. The ‘<interface idx>" is the index of the network
interface as being identified above. The ‘<address prefix>' is the prefix for the device (DUT) IPv6
address, in the format of ‘<address>/<prefix length>’, e.g. ‘2001:1:1:1:1:1:1:1/128’ or ‘ff00::/8’.

et C:AWINDOWSAsystem32\netsh.exe

netsh>interface ipvb
netsh interface ipvbishow interface
Querying active state...

Dizconnected Teredo Tunneling Pseudo-Interface
Connected Local Area Connection

Connected 6tod Pseudo—Interface

Connected Automatic Tunneling Pseudo-Interface
Connected Loophack Pseudo—Interface

EitSh interface ipuvbradd route prefix=FfeBO::240:8cff:feab:81ch/128 interface=4

netzh interface ipubir_

5.2.5. Verify routing information
To verify the added routing information, type ‘show route’ and press ‘ENTER’. Verify that the new
route is added to the routing table.
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CAWINDOWS\system32\netsh.exe

netzh>interface ipvb
netzh interface ipvbrshow interface
Querying active state...

Disconnected Teredo Tunneling Pseudo-Interface
Connected Local Area Connection

Connected 6tod Pseudo-Interface

Connected Automatic Tunneling Pseudo-Interface
Connected Loophack Pseuwdo-Interface

netsh interface ipuvbradd route prefix=Ffel0::240:8cff:feab:81ch/128 interface=4

netzh interface ipuvb*show route
Querying active state...

Met
Manual 0 feBO::240:8cff:feab:-81ch- 128 4 Local Area Connectio

netzh interface ipubir_

5.2.6. Add routing of other devices

All ONVIF devices to be tested for IPv6 based traffic needs to have a valid routing entry added to the
routing table. That is, repeat the last two steps for all devices intended to be tested.

Note that routing for the address ‘2001:1:1:1:1:1:1:1’ should be added to the routing table because it
is used in the testing procedure.

5.2.7. Close netsh

To close the netsh configuration tool type ‘close’ and press ‘ENTER’. The routing table of your
windows installation has now been manually configured and can now be used by the ONVIF Device
Test Tool to test IPv6 services.
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